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To local authorities in England listed in Annex A.  

  

21 January 2021  
  

Dear Sir/Madam,   
  

Re: S31 Demand Led Grant Determination Letter for Community Testing Funding 
for the period set out in your proposal   
  

The Minister of State for the Department of Health and Social Care (“the Minister of 
State”), in exercise of the powers conferred by section 31 of the Local Government 
Act 2003, made determination 31/5031 on 30 December 2020.  
  

Sign Off  

  

The Chief Executive and Chief Internal Auditor of each of the recipient authorities are 

required to sign and return to the team leader of the Public Health Policy and 

Strategy of the Department for Health and Social Care a declaration, in line with 

normal MHCLG reporting processes:  
  

“To the best of our knowledge and belief, and having carried out appropriate 

investigations and checks, in our opinion, in all significant respects, the conditions 

attached to the LOCAL AUTHORITY TEST AND TRACE SERVICE SUPPORT 

GRANT DETERMINATION 2020/21: No 31/5301. have been complied with as 

detailed in the Grant Determination letter dated 30 December 2020”. This is an 

interim sign off against the proportion of the grant used to date. Please return within 

48 hours to E mail (Address Redacted)  
  

  

  

 (Signature Redacted) 

………………………………  

Ade Adetosoye OBE  

Chief Executive, London Borough of Bromley  

  

  

 (Signature Redacted)  

……………………………...  

David Hogan   

Chief Internal Auditor, London Borough of Bromley  
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INTRODUCTION AND SCOPE 
 

1. In response to COVID-19, the government made financial support available for small businesses and businesses in the retail, 
hospitality and leisure sectors. This was delivered through the Small Business Grant Fund and the Retail, Hospitality and Leisure 
Grant Fund with payments being made to businesses via the Council. Bromley Council received £52.5m to distribute. Funding of 
£2.4m from that was diverted to support the payment of Discretionary Business Grants in a scheme introduced by the government. 
This report sets out our review of the controls put in place by the Finance Directorate and the Council’s Exchequer contractor for 
the Retail, Hospitality and Leisure Grant Fund process.  
 

2. Under the Retail, Hospitality and Leisure Grant Fund, occupied business properties liable for business rates and with a rateable 
value below £51,000 were entitled to a grant for each property. Eligible businesses with a property that had a rateable value of up 
to £15,000 could receive a grant of £10,000 and those with a rateable value of over £15,000 and less than £51,000 could receive 
a grant of £25,000. Properties with a rateable value of £51,000 or over and those occupied for personal use, car parks and parking 
spaces were not eligible for grant assistance. Businesses had to be active on 11 March 2020.   
 

3. Our Assurance Rating in paragraph 7 below relates to the effectiveness of those controls operated by the Council’s Exchequer 
contractor and the Finance Directorate. Advice from the Internal Audit Standards Advisory Board on conformance with the Public 
Sector Internal Audit Standards during the Coronavirus pandemic states that Internal Audit can protect organisational value by: 
 

 Helping Management find new ways of working 

 Providing real-time advice and insight into the development of new systems and controls (for example when the 
organisation has to implement a new and urgent government policy) 

 Providing real-time assurance to management and the Audit Sub-Committee on actions and decisions being made. 
 

4. On announcement of the financial support schemes, we were consulted by and worked closely with the Finance Directorate and 
the Council’s Exchequer contractor advising on the risks and controls to mitigate those risks. We provided advice on interpretation 
of the eligibility criteria and setting up the application process including appropriate supporting evidence which should be 
requested for verification. We also provided support in real time on issues that were arising. We were available to provide advice 
and challenge in real time to issues that were arising. We also linked with government agencies such as the Government Counter 
Fraud Function and the Cabinet Office to utilise anti-fraud tools and data sharing to undertake pre-payment checks and validate 
applicants as these tools and facilities became available. We also carried out significant post-payment assurance work, as would 
be expected in respect of a new system, introduced at pace and as expected by central government given the significant public 
expenditure. We knew the risk of irregular payments was high and that we would not be able to stop all fraud and irregular 
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payments. By scrutinising the payments that we made and who they went to, we could however help to reduce the loss overall to 
a minimum.  Our ongoing work through the National Fraud initiative where we share and match data with other public sector 
bodies will address any residual risk further. 
 

5. A total of 1317 payments were made for Retail, Hospitality and Leisure Grants, totalling £27,195,000.   
 

6. We would like to thank everyone contacted during this review for their help and co-operation. 
 
 

AUDIT OPINION 
 

7. Our overall audit opinion is shown below. There are no recommendations arising from our review. Our opinion definitions and 
assurance level ratings are set out in Appendix B.  
 

AUDIT OPINION  

Substantial Assurance  

 

 
 

SUMMARY OF PRE-PAYMENT CONTROLS AND ASSURANCE WORK 
 
8. The Council’s Exchequer contractor produced a Risk & Controls Assessment for the grants administration process. We reviewed 

this to provide additional assurance to both the Council and the Council’s Exchequer contractor. An on-line application process 
was set up by The Council’s Exchequer contractor to enable businesses to make a grant application. A fraud clause, clawback 
agreement and privacy statement were recommended to be included in the on-line application as suggested by the Government’s 
Counter Fraud Measures Toolkit. The application form also included a clause highlighting each business’ obligation to comply with 
State Aid funding limits. This was also in line with Government guidance. We reviewed and advised on the information which 
should be requested on the application form and the supporting evidence to verify the legitimacy of the applicant.  

 
9. When the applications went live on the London Borough of Bromley’s website, the council was inundated with applications. One 

member of the Internal Audit team was seconded to work with the business rates team to process the incoming applications in a 
timely manner.  
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10. The grant funding guidance specified that the grant recipient was the person who according to the business rate billing authority’s 

records was the ratepayer in respect of the hereditament on 11th of March 2020. Therefore, the business rate account number 
was made a mandatory field on the grant application. On receipt of an application, the Council’s Exchequer contractor confirmed 
the business details on the application to those recorded on the Council’s business rates database. The payment details were 
verified to the bank statement which was required to be submitted with the application. They also used ‘open source’ data checks 
to verify the details of the applicant prior to payment. Internal Audit assisted with undertaking bank detail checks on the NFI 
system where requested by management. The checks enabled the Council to mitigate against the risk of a high number of 
fraudulent or erroneous payments of up to £25,000 being made. 

 
11. If any further information was required from the applicant to verify the authenticity of their business, it was requested by the 

Council’s Exchequer contractor prior to payment being approved. In complex or disputed cases, advice was sought by the 
Council’s Exchequer contractor from officers from Exchequer Services management, Internal Audit and, occasionally, from 
counter fraud colleagues at the Royal Borough of Greenwich. Once the required pre-payment checks on applications had been 
completed, the payment was included in the next payment run and made via BACS to the bank account recorded on the 
application. No cheque payments were made. 
   

12. Intelligence Alerts received from the National Anti-Fraud Network (NAFN) which provided information about emerging fraud, risks 
and trends were immediately shared with management. One such alert from NAFN informed us that they were aware of at least 
346 attempts of corporate impersonation fraud with a total value of almost £5.7m. They provided further details of national 
companies targeted and email addresses used. This information was shared to enable the Council’s Exchequer contractor to 
check and confirm that no fraudulent or suspicious payments had been made to any of those identified. Furthermore, all properties 
within the Borough which (according to the Council’s business rates database records) were occupied by any of the NAFN 
highlighted companies were put on an ‘exclusion list’ to help ensure that potentially fraudulent claims were not subsequently 
processed and paid. Further intelligence reports were received frequently, requiring further checks to be carried out. 
 

13. To ensure all eligible business benefitted from the grant, management wanted to write to the businesses on the business rates 
database who may be eligible for the grant but had not yet applied. Before these businesses were approached, the Greenwich 
Fraud Team undertook ‘open source’ data checks on such businesses. Their checks identified some businesses that were no 
longer trading or where further checks will be needed if they did subsequently apply.   
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SUMMARY OF POST-PAYMENT CONTROLS AND ASSURANCE WORK 
 
14. We carried out post-payment checks on a sample of 1410 payments using the Government’s Counter Fraud Function tool 

‘Spotlight’ for businesses which were registered at Companies House. We used open source internet information for any 
businesses in our sample which were not registered at Companies House or were sole traders. The Spotlight checks enabled us 
to identify if any companies were dissolved or in liquidation on 11 March 2020, had overdue accounts or a history of insolvency 
and/or a different registered company number and address from that stated in their application. 

15. A neighbouring Council told us that they had discovered that a firm of solicitors within the Borough had claimed and been paid a 
business grant totalling £25,000. Therefore, we examined the 1410 payments made up to that point (4 May 2020) to identify 
similar payments to any excluded businesses in the financial and medical categories e.g. banks, doctors, etc referred to in the 
Retail, Hospitality and Leisure Grant eligibility criteria guidance. As a result of our checks and further enquiries no other similar 
payments were discovered and the £25,000 paid to the firm of solicitors was recovered.    
 

16. When the results were received, we analysed them and liaised with Finance Directorate colleagues and the Council’s Exchequer 
contractor to establish any cases of fraud, error or non-compliance. Any cases identified which might be classified as fraudulent or 
attempted fraud were then referred to the Greenwich Fraud Team for further analysis and possible investigation.  
 

17. We used the National Fraud Initiative bank details validation tool to undertake pre-payment checks on the bank account details for 
16 grant applications at the request of the Assistant Director of Finance, some of these checks were undertaken to verify the bank 
account details. 

18. We reconciled a random sample of BACS payments made to businesses to the payment files prepared by The Council’s 
Exchequer contractor and Finance staff. There were no transcription or arithmetical errors and furthermore our checks have given 
reasonable assurance that there has been no suspicious or fraudulent activity by the Council’s Exchequer contractor or Finance 
officers who were involved in the payment process. 
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MONTHLY REPORTING OF PAYMENT INFORMATION TO THE DEPARTMENT FOR BUSINESS, ENERGY AND 
INDUSTRIAL STRATEGY (BEIS)  
 

19. The Department for Business, Energy & Industrial Strategy (BEIS) has required the Council to report to them each month the 
number and value of business grant payments made for the Retail, Hospitality and Leisure Grant Scheme and the number and 
value of cases of fraud, error and non-compliance identified by the Council. 
 

20. We have carried out quality assurance checks for the payment information provided by the Council’s Exchequer contractor before 
it is sent to the BEIS. 
 
 
FRAUD RISK ASSESSMENT AND POST PAYMENT ASSURANCE PLAN  
 

21. BEIS also required all Councils to complete a Fraud Risk Assessment for each of the schemes and complete a Post Payment 
Assurance Plan. We completed this in conjunction with the Risk and Compliance Manager at the Council’s Exchequer contractor. 
The purpose of the Plan was for us to set out the objectives, governance arrangements and what additional testing would be 
carried out to identify any further instances of fraud and non-compliance in the business grant payment process.  
 

22. The additional testing to be carried out by the Council’s Exchequer contractor across the grant schemes was discussed and 
agreed with us in advance. Subsequently, it was quality assured by us and found to be of a high standard. We can therefore place 
reliance on this additional testing which did not find any further instances of fraud and non-compliance by applicants but did 
identify for the Retail, Hospitality and Leisure grant scheme that a grant claim for £25,000 had been assessed as eligible but had 
not subsequently been paid. This matter is being addressed currently by the Council’s Exchequer contractor and Exchequer 
Services management. Separately, we also carried out several different tests and found no further instances of payments which 
required investigation.   
 
NATIONAL FRAUD INITIATIVE 
 

23. We are taking part in the National Fraud Initiative (NFI) which will undertake data matching based on established NFI 
methodologies to identify potential fraud and release results on 31 March 2021 for the Council to check in relation to: 
 

 multiple grants paid to businesses within or between Local Authorities, 

 duplication between grant schemes where relevant; and  

 payments made to business or individuals flagged in proven fraud ‘watchlist’ data, where available.   
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CONCLUSION 

24. The post payment assurance work and risk assessment which we have carried out, together with the very low number of cases of 
fraud, error and non-compliance identified, has enabled us to place reliance on the effectiveness of the controls and processes put 
in place by Finance Directorate and the Council’s Exchequer contractor for Retail, Hospitality and Leisure grant claims. The 
scheme has now closed. The final figures for payments made, fraud, error and non-compliance are summarised below and in the 
chart at Appendix A: 

 

Retail, Hospitality and Leisure Grant Scheme  

There were 1317 grant payments made totalling £27,195,000. One payment was identified as an error and later resolved 
and paid successfully. One payment was identified as an error and returned.  There are two payments totalling £50,000 
where the payment was made in error and has been retained in holding pending the resolution of queries.  

There were seven payments totalling £145,000 where the grants paid were identified as non-compliant in line with the 
scheme guidance and have been recovered.    

One grant of £25,000 appeared to be fraudulent and has been recovered. One grant claim for £25,000 had been assessed 
as eligible but had not subsequently been paid.          
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APPENDIX A 
 

RETAIL, HOSPITALITY AND LEISURE GRANT SCHEME PAYMENTS  
 

 
 

Number of payments made correctly 
(1305) (99%)

Payments identified as an 
error and retained by the 
Council or bank pending 
resolution of queries (2)

Payments identified as an 
error and later resolved 

and paid successfully (1)

Payments identified as an 
error and returned (1)

Number of grants paid 
to date that have been 
identified as fraudulent 
and later recovered, (1) Number of grants paid 

to date that have been 
identified as non-

compliant in line with 
the scheme guidance 
and that have been 

recovered, (7)

Retail, hospitality and leisure grant payment numbers
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OPINION DEFINITIONS                                                                                                                                               APPENDIX B 

Assurance level 
 

Assurance 
Level 

 

                                                                         Definition 

Substantial    
Assurance 

There is a sound system of control in place to achieve the service or system objectives. Risks are being managed 
effectively and any issues identified are minor in nature. 
 

Reasonable 
Assurance 

There is generally a sound system of control in place but there are weaknesses which put some of the service or 
system objectives at risk. Management attention is required.  
 

Limited 
Assurance 

There are significant control weaknesses which put the service or system objectives at risk. If unresolved these may 
result in error, abuse, loss or reputational damage and therefore require urgent management attention. 
 

No 
Assurance 

There are major weaknesses in the control environment. The service or system is exposed to the risk of significant 
error, abuse, loss or reputational damage. Immediate action must be taken by management to resolve the issues 
identified.  

   
 

 
Recommendation ratings 

 

 
Risk rating 

 

 
                                                                Definition 

 A high priority finding which indicates a fundamental weakness or failure in control which could lead to service or 
system objectives not being achieved. The Council is exposed to significant risk and management should 
address the recommendation urgently.  

 

 

 

 

 

 

 A medium priority finding which indicates a weakness in control that could lead to service or system objectives 
not being achieved. Timely management action is required to address the recommendation and mitigate the 
risk.  

   A low priority finding which has identified that the efficiency or effectiveness of the control environment could be 
improved. Management action is suggested to enhance existing controls. 

 
 

 

Priority 1 

Priority 2  

Priority 3 
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INTRODUCTION AND SCOPE 
 

1. In response to COVID-19, the government made financial support available for small businesses and businesses in the retail, 
hospitality and leisure sectors. This was delivered through the Small Business Grant Fund and the Retail, Leisure and Hospitality 
Grant Fund with payments being made to businesses via the Council. Bromley Council received £52.5m to distribute. Funding of 
£2.4m from that was diverted to support the payment of Discretionary Business Grants in a scheme introduced by the government. 
This report sets out our review of the controls put in place by Finance Directorate and the Council’s Exchequer contractor for the 
Small Business Grant Fund process.  
 

2. Under the Small Business Grant Fund all businesses in England in receipt of either Small Business Rates Relief (SBRR) or Rural 
Rates Relief (RRR) in the business rates system were eligible for a payment of £10,000 dependent on the rateable value of their 
property and in line with other eligibility criteria set by the government. Businesses had to be active on 11 March 2020.   
 

3. Our Assurance Rating in paragraph 7 below relates to the effectiveness of those controls operated by the Council’s Exchequer 
contractor and Finance Directorate. Advice from the Internal Audit Standards Advisory Board on conformance with the Public 
Sector Internal Audit Standards during the Coronavirus pandemic states that internal Audit can protect organisational value by: 
 

 Helping Management find new ways of working 

 Providing real-time advice and insight into the development of new systems and controls (for example when the 
organisation has to implement a new and urgent government policy) 

 Providing real-time assurance to management and the Audit Sub-Committee on actions and decisions being made. 
 

4. On announcement of the financial support schemes, we were consulted by and worked closely with the Finance Directorate and 
the Council’s Exchequer contractor advising on the risks and controls to mitigate those risks. We provided advice on interpretation 
of the eligibility criteria and setting up the application process including appropriate supporting evidence which should be 
requested for verification. We also provided support in real time on issues that were arising. We also linked with government 
agencies such as the Government Counter Fraud Function and the Cabinet Office to utilise anti-fraud tools and data sharing to 
undertake pre-payment checks and validate applicants as these tools and facilities became available. We also carried out 
significant post-payment assurance work, as would be expected in respect of a new system, introduced at pace and as expected 
by central government given the significant public expenditure. We knew the risk of irregular payments was high and that we 
would not be able to stop all fraud and irregular payments. By scrutinising the payments that we made and who they went to, we 
could however help to reduce the loss overall to a minimum. Our ongoing work through the National Fraud initiative where we 
share and match data with other public sector bodies will address any residual risk further. 
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5. A total of 2007 payments were made for Small Business Grants, totalling £20,070,000.   
 

6. We would like to thank everyone contacted during this review for their help and co-operation. 
 
 

AUDIT OPINION 
 

7. Our overall audit opinion is shown below. There are no recommendations arising from our review. Our opinion definitions and 
assurance level ratings are set out in Appendix B.  
 

AUDIT OPINION  

Substantial Assurance  

 
 

SUMMARY OF PRE-PAYMENT CONTROLS AND ASSURANCE WORK 
 

8. The Council’s Exchequer contractor produced a Risk & Controls Assessment for the grants’ administration process. We reviewed 
this to provide additional assurance to both the Council and the Council’s Exchequer contractor. An on-line application process 
was set up by the Council’s Exchequer contractor to enable businesses to make a grant application. A fraud clause, clawback 
agreement and privacy statement were recommended to be included in the on-line application as suggested by the Government’s 
Counter Fraud Measures Toolkit. The application form also included a clause highlighting each business’ obligation to comply with 
State Aid funding limits. This was also in line with Government guidance. We reviewed and advised on the information which 
should be requested on the application form and the supporting evidence to verify the legitimacy of the applicant. 
 

9. When the applications went live on the London Borough of Bromley’s website, the council was inundated with applications. One 
member of the Internal Audit team was seconded to work with the business rates team to process the incoming applications in a 
timely manner.  
 

10. The grant funding guidance specified that the grant recipient was the person who according to the business rate billing authority’s 
records was the ratepayer in respect of the hereditament on 11th of March 2020. Therefore, the business rate account number 
was made a mandatory field on the grant application. On receipt of an application, the Council’s Exchequer contractor confirmed 
the business details on the application to those recorded on the Council’s business rates database. The payment details were 
verified to the bank statement which was required to be submitted with the application. They also used ‘open source’ data checks 
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to verify the details of the applicant prior to payment. Internal Audit assisted with undertaking bank detail checks on the NFI 
system where requested by management. These pre-payment checks enabled the Council to mitigate against the risk of a high 
number of fraudulent or erroneous payments of £10,000 being made. 
 

11. If any further information was required from the applicant to verify the authenticity of their business, it was requested by the 
Council’s Exchequer contractor prior to payment being approved. In complex or disputed cases, advice was sought by the 
Council’s Exchequer contractor from Exchequer Services management, Internal Audit and, occasionally, from counter fraud 
colleagues at the Royal Borough of Greenwich. Once the required pre-payment checks on applications had been completed, the 
payment was included in the next payment run and made via BACS to the bank account recorded on the application. No cheque 
payments were made.  
 

12. Intelligence Alerts received from the National Anti-Fraud Network (NAFN) which provided information about emerging fraud, risks 
and trends were immediately shared with management. One such alert from NAFN informed us that they were aware of at least 
346 attempts of corporate impersonation fraud with a total value of almost £5.7m. They provided further details of national 
companies targeted and email addresses used. This information was shared to enable the Council’s Exchequer contractor to 
check and confirm that no fraudulent or suspicious payments had been made to any of those identified. Furthermore, all properties 
within the Borough which (according to the Council’s business rates database records) are occupied by any of the NAFN 
highlighted companies were put on an ‘exclusion list’ to help ensure that potentially fraudulent claims were not subsequently 
processed and paid. Further intelligence reports were received frequently, requiring further checks to be carried out. 
 

13. To ensure all eligible business benefitted from the grant, management wanted to write to the businesses on the business rates 
database who may be eligible for the grant but had not yet applied. Before these businesses were approached, the Greenwich 
Fraud Team undertook ‘open source’ data checks on such businesses. Their checks identified some businesses that were no 
longer trading or where further checks will be needed if they did subsequently apply. 
 

SUMMARY OF POST-PAYMENT CONTROLS AND ASSURANCE WORK 
 
14. We carried out post-payment checks on a sample of 1410 payments using the Government’s Counter Fraud Function tool 

‘Spotlight’ for businesses which were registered at Companies House. We used open source internet information for any 
businesses in our sample which were not registered at Companies House or were sole traders. The Spotlight checks enabled us 
to identify if any companies were dissolved or in liquidation on 11 March 2020, had overdue accounts or a history of insolvency 
and/or a different registered company number and address from that stated in their application. 
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15. When the results were received, we analysed them and liaised with Finance Directorate colleagues and the Council’s Exchequer 
contractor to establish any cases of fraud, error or non-compliance. Any cases identified which might be classified as fraudulent or 
attempted fraud were then referred to the Greenwich Fraud Team for further analysis and possible investigation.  
 

16. We used the National Fraud Initiative bank details validation tool to undertake pre-payment checks on the bank account details for 
16 specific grant applications at the request of the Assistant Director, Exchequer Services. The checks were mainly undertaken to 
verify that the grant was being paid to the occupier business where an application had been submitted by the landlord on the 
business's behalf.  
 

17. We reconciled a random sample of BACS payments made to businesses to the payment files prepared by the Council’s 
Exchequer contractor and Finance staff. There were no transcription or arithmetical errors and furthermore our checks have given 
reasonable assurance that there has been no suspicious or fraudulent activity by the Council’s Exchequer contractor or Finance 
officers who were involved in the payment process. 
 
MONTHLY REPORTING OF PAYMENT INFORMATION TO THE DEPARTMENT FOR BUSINESS, ENERGY AND 
INDUSTRIAL STRATEGY (BEIS)  
 

18. The Department for Business, Energy & Industrial Strategy (BEIS) has required the Council to report to them each month the 
number and value of business grant payments made for the Small Business Grant Scheme and the number and value of cases of 
fraud, error and non-compliance identified by the Council. 
 

19. We have carried out quality assurance checks for the payment information provided by the Council’s Exchequer contractor before 
it is sent to the BEIS. 
 
FRAUD RISK ASSESSMENT AND POST PAYMENT ASSURANCE PLAN  
 

20. BEIS also required all Councils to complete a Fraud Risk Assessment for each of the schemes and complete a Post Payment 
Assurance Plan. We completed this in conjunction with the Risk and Compliance Manager at the Council’s Exchequer contractor. 
The purpose of the Plan was for us to set out the objectives, governance arrangements and what additional testing would be 
carried out to identify any further instances of fraud and non-compliance in the business grant payment process.  
 

21. The additional testing to be carried out by the Council’s Exchequer contractor across the schemes was discussed and agreed with 
us in advance. Subsequently, it was quality assured by us and found to be of a high standard. We can therefore place reliance on 
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this additional testing in respect of the Small Business Grant Fund Scheme. Separately, we also carried out several different tests 
and found no further instances of payments which required investigation.   

 NATIONAL FRAUD INITIATIVE 

22. We are taking part in the National Fraud Initiative (NFI) which will undertake data matching based on established NFI 
methodologies to identify potential fraud and release results on 31 March 2021 for the Council to check in relation to: 
 

 multiple grants paid to businesses within or between Local Authorities; 

 duplication between grant schemes where relevant; and  

 payments made to business or individuals flagged in proven fraud ‘watchlist’ data, where available.   
 

CONCLUSION 

23. The post payment assurance work and risk assessment which we have carried out, together with the very low number of cases of 
fraud, error and non-compliance identified, has enabled us to place reliance on the effectiveness of the controls and processes put 
in place by Finance Directorate and the Council’s Exchequer contractor for Small Business Grant claims. The scheme has now 
closed. The final figures for payments made, fraud, error and non-compliance are summarised below and in the chart at Appendix 
A: 

 

Small Business Grant Scheme  

There were 2007 grant payments made totalling £20,070,000. There were three payments totalling £30,000 where the 
payment was made in error and has been returned.  

There was one payment totalling £10,000 where the grant paid was identified as non-compliant in line with the scheme 
guidance. This is in the process of being recovered.    

Five grants totalling £50,000 appeared to be fraudulent and have been recovered and/or resolved and there are three 
cases of payments made totalling £30,000 where investigations are continuing.      
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APPENDIX A 
SMALL BUSINESS GRANT FUND SCHEME PAYMENTS 

 

Payments made with no further action 
required (1995) (99%)

Error in payment made and 
recovered (3)

Fraudulently obtained and  
recovered and/or resolved (5)

Fraudulently obtained and  
investigations continuing (3)

Non-compliant and recovered (1)

Small Business Grant payment numbers 
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OPINION DEFINITIONS                                                                                                                                               APPENDIX B 

Assurance level 
 

Assurance 
Level 

 

                                                                         Definition 

Substantial    
Assurance 

There is a sound system of control in place to achieve the service or system objectives. Risks are being managed 
effectively and any issues identified are minor in nature. 
 

Reasonable 
Assurance 

There is generally a sound system of control in place but there are weaknesses which put some of the service or 
system objectives at risk. Management attention is required.  
 

Limited 
Assurance 

There are significant control weaknesses which put the service or system objectives at risk. If unresolved these may 
result in error, abuse, loss or reputational damage and therefore require urgent management attention. 
 

No 
Assurance 

There are major weaknesses in the control environment. The service or system is exposed to the risk of significant 
error, abuse, loss or reputational damage. Immediate action must be taken by management to resolve the issues 
identified.  

   
 

 
Recommendation ratings 

 

 
Risk rating 

 

 
                                                                Definition 

 A high priority finding which indicates a fundamental weakness or failure in control which could lead to service or 
system objectives not being achieved. The Council is exposed to significant risk and management should 
address the recommendation urgently.  

 

 

 

 

 

 

 A medium priority finding which indicates a weakness in control that could lead to service or system objectives 
not being achieved. Timely management action is required to address the recommendation and mitigate the 
risk.  

   A low priority finding which has identified that the efficiency or effectiveness of the control environment could be 
improved. Management action is suggested to enhance existing controls. 

 
 

 

Priority 1 

Priority 2  

Priority 3 
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INTRODUCTION 

1. This report sets out the results of our audit of the Purchasing Card system. The audit was carried out as part of the work specified in the 
2020-21 Internal Audit Plan agreed by the Section 151 Officer and Audit Sub-Committee. The controls we expect to see in place are 
designed to minimise the Council’s exposure to a range of risks. Weaknesses in controls that have been highlighted will increase the 
associated risks and should therefore be addressed by management. 

2. The audit reviewed the governance arrangements for Purchasing Cards to ensure that the controls in place are operating satisfactorily to 
mitigate risks. It also assessed the delivery of services following any new or revised controls and processes put in place as a direct result 
of COVID-19. 
 

3. The Purchasing Cards system, which is also referred to as the Procurement Cards system, was previously audited in 2019-20 and was 
given a ‘Limited assurance’ audit opinion.  

4. We would like to thank all staff contacted during this review for their help and co-operation. 

 
AUDIT SCOPE 
 
5. The original scope of the audit was outlined in the Terms of Reference issued on 2 October 2020 and controls to mitigate the following key 

risks were reviewed:  
 
• Inappropriate purchases may be made  
 
• Cards are issued without appropriate authority 
 
• The issue, use and control of each card is not documented and monitored   
 
• Card users may not be aware of the terms and conditions of use and the Council’s regulations and procedures 
 
• There is no supporting evidence for purchases made 
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6. We understand that the purchases may have been needed at a short notice during the pandemic and therefore we also considered any 
new or revised controls and processes put in place as a direct result of COVID-19.  

 
AUDIT OPINION  
 
7. Our overall audit opinion, number and rating of recommendations are as follows.   
 

AUDIT OPINION  

 
Reasonable Assurance 

(Definitions of the audit assurance level and 
recommendation ratings can be found in Appendix B) 

  

Number of recommendations by risk rating 

     

0 3 0 

 
SUMMARY OF FINDINGS  

 
8. The controls which were noted to be in place based on the audit testing include: 

 New card holders were provided with the card holders’ guide and the guidance for self-registration on the Purchasing Card system portal 
once they collected their Purchasing Card. 

 Electronic copies of the signed Purchasing Cards request forms and agreement forms for the new cardholders were retained by the 
Exchequer Contractor. 

 The sample testing of transactions between March 2020 and September 2020 did not identify any purchases that were split to avoid 
exceeding spending limits. 

Priority 2 Priority 1 Priority 3 
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9. We would like to bring to management’s attention the following issues: 

 

 We identified that adequate controls are not in place for managing the credit limits and single transaction limits on the purchasing 
cards, and temporary changes made to purchasing limits were not reinstated after the period specified in the change request had 
elapsed. 

 

 From our testing on the purchasing card transactions related to Amazon Prime membership, we noted that an active direct debit 
payment which was no longer needed was set up by a cardholder who was on long term sick leave. The managers contacted to 
resolve this issue did not know how to cancel the direct debit payments or any other recurring payments which are no longer 
required if the cardholder is away on long term leave or has left LBB. 

 

 From our testing on leavers’ purchasing cards, we identified purchasing cards for leavers that were not deactivated on the 
purchasing card system when they left LBB.  

 
10. The recommendations made in the previous audit report finalised on 14/01/2020 were also followed up as part of this review. There were 

three priority one recommendations of which one recommendation has been implemented and implementation of two recommendations is 
in progress. The outstanding actions relating to the previous priority one findings have been re-prioritised and re-recommended as priority 
2s. There were seven priority 2 recommendations which were followed up of which implementation of four is in progress and three are 
implemented. The follow up work is detailed in Appendix B below. 

 

DETAILED FINDINGS / MANAGEMENT ACTION PLAN 
 

11. The findings of this report, together with an assessment of the risk associated with any control weaknesses identified, recommendations to 
management raised and prioritised are detailed in Appendix A. The follow up work is detailed in Appendix B and the definitions of 
assurance levels and recommendation ratings can be found in Appendix C. 
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APPENDIX A 

1. Changes to Cardholders Credit limit and Single purchase limit are not managed adequately 

Finding 

We wanted to verify if adequate controls were in place for managing the spending limits on the Purchasing Cards and any changes to them. 
The Exchequer Contractor manages the administration of the Purchasing Cards and we requested them to provide records of all credit limit and 
single transaction limit changes made to the cards between the period of March 2020 and September 2020. We checked if: 
 

(i) the spending limits were changed on the Purchasing Card system portal after receiving a change request from the authorised 
manager and the evidence of such requests were kept. 

(ii) the limit changes were reinstated after the period specified in the change request had elapsed.  
 
We selected a sample of 8 credit limit changes and 15 single transaction limit changes made to the 12 cardholders’ Purchasing Cards for 
testing and: 
 

(i) we did not see the evidence of the change request by the approver for 2 changes to the credit limit and 1 change to the single 
transaction limit of the cardholder. Therefore, we were also not able to establish if a change period was advised by the approver.   
 

(ii) we noticed that the increases made to 5 credit limits and 2 single transaction limits were not reinstated after the period specified in 
the change request had elapsed.  

 
We discussed with the Contract and Operations Manager (Exchequer) the ability to run a report of all changes made to the purchase limits from 
the Purchasing Card system portal for the period covered by the audit, i.e. March 2020 to September 2020. He advised that the system 
currently only shows the audit trail for the last two months.  

 

Risk 

The Purchasing cardholders may make unauthorised purchases if adequate controls are not in place in the management of spending limits. 
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APPENDIX A 

Recommendation 

The Contract and Operations Manager (Exchequer) should ensure that  
 

(i) Exchequer Contractor retains the evidence of the change requests for all spending limit changes. 
 

(ii) Exchequer Contractor reinstates the spending limits in all cases after the period specified in the change 
request has elapsed. 

 
(iii) An audit trail of all changes made to the spending limits of cardholders is available to evidence the 

adequate control and management of Purchasing Cards. In the first instance, the ability of the Purchasing 
Card system to generate such reports should be explored. If this is not possible, a process should be 
agreed with Exchequer Contractor to retain the history of spending limit changes for at least a year. 
 

Rating 

 

 

Management Response and Accountable Manager 

Operations Manager (Exchequer Contractor)/ Contract and Operations Manager (Exchequer) 

This process is currently managed through emails which are retained, and a summary spreadsheet called Credit 
Limit Reversals captures each month the following information each 

a. Card holder name 

b. Type of credit limit – single / credit  

c. Date requested 

d. Original Credit limit 

e. New Credit limit  

f. Date limit changed on Purchasing Card system 

g. Date limit changed back on Purchasing Card system 

This information will be retained for a maximum of 2 years.    

The ability of Purchasing Card system to generate such reports has been explored and this is not available. 

Agreed timescale 

 

 01/04/2021 

Priority 2 

P
age 28



REDACTED 
REVIEW OF PURCHASING CARDS 
 
DETAILED FINDINGS AND ACTION PLAN 
 

Page 6 of 29 
 

 

APPENDIX A 

 

2.Direct debits and control of Purchasing Cards 

Finding 

We noted that an active monthly Amazon Prime membership payment of £7.99 by direct debit was initially set up by a cardholder who was now 

on long term leave. This was discussed with the Contract and Operations Manager (Exchequer) who advised that he was not sure if direct debit 

payments can be cancelled by the management in the absence of cardholder. 

Risk 

Unauthorised purchases can be made by the cardholder in circumstances where a cardholder is away for long term and the management 
cannot control the card. 

Recommendation 

 
The Contract and Operations Manager (Exchequer) should find out from the Purchasing Card system provider how to 

cancel the direct debit payments or any other recurring payments which are no longer required if the cardholder is 

away on long term leave or has left LBB. These instructions should be shared with Exchequer Contractor and the 

Approvers. 

 

Rating 

 

 

Management Response and Accountable Manager 

Contract and Operations Manager (Exchequer) 

Purchasing Card system provider has advised that a subscription or any other direct debit payment can only be 
cancelled by the cardholder or the merchant they have set the agreement up with.  

The administrator has asked Purchasing Card system provider to apply a stop payment to the merchant on the card 
referred to in the report and request that visa or mastercard process no further transactions.  This process will be 
added to the procedures for Exchequer Contractor as well as for cardholders and Approvers so that they can ensure 
any recurring payments are stopped by the cardholder before they leave the organisation.  

Agreed timescale 

 

01/04/2021 

Priority 2 
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APPENDIX A 

 

3. Management of the purchasing cards for staff leaving the Council 

Finding 

From the list of staff who left LBB between 1 March 2020 and 30 September 2020, we randomly selected a sample of 7 leavers and noted that 
4 of them were Purchasing Card holders. We checked the 4 Purchasing Cards on the Purchasing Card system in November 2020 noted that: 

 

(i) 4/4 Purchasing Cards were still active on the Purchasing Card system, however for 2/4 Purchasing Cards the credit limit was reduced 
to zero. It was noted that no purchases were made on 4/4 purchasing cards past the leaving dates. 

(ii) For 2/4 Purchasing Cards, the credit limits on the Purchasing Card system were still set at £2500 and £5000 respectively, when both 
the cardholders had left LBB in July 2020. One of these Purchasing Cards had three unprocessed transactions which have been 
outstanding since June 2020. 

 

It is expected that the Purchasing Card should be deactivated on the Purchasing Card system when a cardholder leaves LBB. Exchequer 
Contractor confirmed that they change the credit limit to £0 for leavers’ Purchasing Cards instead of deactivating them. When checked with the 
Contract and Operations Manager (Exchequer), he advised that Exchequer Contractor are expected to deactivate the leavers’ Purchasing 
Card. 

We noticed that the guidance document provided by the Contract and Operations Manager (Exchequer) to the Exchequer Contractor and the 
Purchasing Cards policy do not specify the actions that should be taken on the Purchasing Card Smart data portal for Leavers’ cards. 

 

Risk 

 

Unauthorised purchases can be made if the purchasing card are not deactivated. 

 

 

P
age 30



REDACTED 
REVIEW OF PURCHASING CARDS 
 
DETAILED FINDINGS AND ACTION PLAN 
 

Page 8 of 29 
 

 

APPENDIX A 

Recommendation 

 
The Contract and Operations Manager (Exchequer) should ensure that  
 

i) Clear instructions are provided to the Exchequer Contractor on cancelling leavers’ Purchasing Cards and 
updating the information on Purchasing Card Smart data portal. 
 

ii) Approvers are reminded to check that all outstanding transactions are processed and approved before the 
cardholder leaves and any direct debits are cancelled.  
 

Rating 

 

 

Management Response and Accountable Manager 

 

Operations Manager (Exchequer Contractor)/Contract and Operations Manager (Exchequer) 

 

Exchequer Contractor have been advised that the card status must be changed to inactive when a cardholder leaves 

the council and this is being carried out. The procedures will be amended and reissued by 01/04/21. 

 

 

 

 

Agreed timescale 

  

Completed 

Priority 2 
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No Original finding and risk 

 
Original recommendation 

and priority rating 
 

 
Follow up finding   

  

Further recommendations and 
management response 

APPENDIX B 

1 Roles and responsibilities for the 
operation and governance of the 
procurement card system 
  
Administration of the procurement 
card system transferred to 
Exchequer Contractor on 1 
October 2019 as an addition to the 
existing Exchequer contract. 
Exchequer Services, who 
previously administered the 
procurement card system, are now 
performing an advisory role and 
continuing to provide reports to 
managers periodically with details 
of all the card transactions 
outstanding. The procurement 
team have updated the 
procurement card guidance and 
uploaded that and other related 
guidance to the intranet site.   
 
The respective roles and 
responsibilities of teams and 
officers involved are not however 
clear. As a result of our findings 
and discussions, we are aware that 

Management should clarify and 
agree the roles and 
responsibilities of those involved 
in the different tasks or 
objectives of the procurement 
card system. It should include 
who will carry out periodic 
checks on procurement card 
expenditure and take action to 
address any issues identified 
such as authorising the removal 
of the procurement card facility 
where guidance has not been 
adhered to, and/or seeking 
explanation from Heads of 
Service/Directors if the purchase 
of items is considered 
inappropriate.  

 

 

 

 

 

  

Implementation in progress. 

 

The Assistant Director Governance 
and Contracts has informed that 
there is an up to date RACI matrix, 
which is being rechecked and a 
copy will be sent to Internal Audit 
shortly.   
 
The Contract and Operations 
Manager (Exchequer) has issued 
instructions to Exchequer 
Contractor to carry out 
recommended second line of 
defence checks. Although 
Exchequer Contractor have not 
started undertaking all the 
suggested independent checks, 
they send six weekly reports of 
outstanding transactions to the 
card holders and approvers which 
are also copied to the relevant 
Heads of Finance and Directors 
reminding them to process and 
approve transactions in a timely 
manner or risk their card being 

The RACI matrix should be 
periodically reviewed to ensure the 
risks and controls to mitigate the risks 
are effective.  
 

The Contract and Operations 
Manager (Exchequer) should agree 
the timescale and frequency of 
recommended second line of defence 
checks with Exchequer Contractor. 

 

 
 

Agreement is needed for what action 
Audit consider appropriate for the 
different scenarios referred to in the 
finding.  

 

The Contract and Operations 
Manager (Exchequer) is responsible 
for ensuring these checks are carried 
out by the Exchequer service and will 
agree with Audit the appropriate 

Priority 2* 

Priority 1 
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No Original finding and risk 

 
Original recommendation 

and priority rating 
 

 
Follow up finding   

  

Further recommendations and 
management response 

APPENDIX B 

the Head of Procurement has 
developed a RACI matrix 
(responsibility assignment matrix) 
showing the tasks and division of 
responsibilities for those involved in 
the procurement card system. This 
will be extremely useful in driving 
future discussions about roles, 
responsibilities and governance. It 
will also highlight where any gaps 
in these exist.    
 
We identified that there is also no 
evidence of second line of defence 
checks being carried out, eg: 
  
- identifying cards which have not 

been used or used infrequently 
within the past year, 
 

- identifying and seeking 
explanations for any 
expenditure which appears 
inappropriate, 

 

 

 

suspended. A reminder generated 
by the purchasing card system is 
also sent to all cardholders every 
month reminding them not to split 
the transactions and to ensure that 
they have a valid VAT 
receipt/invoice if they are claiming 
VAT. 

From all purchases made from the 
purchasing cards between 1 March 
2020 and 30 September 2020, we 
did not identify any purchases that 
were split and any significant 
instances of misuse. 

 

action for each type of issue. This will 
be implemented by 30/04/21. 
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No Original finding and risk 

 
Original recommendation 

and priority rating 
 

 
Follow up finding   

  

Further recommendations and 
management response 

APPENDIX B 

- identifying where supporting 
evidence has not been 
uploaded onto the procurement 
card system, 

 
- identifying transactions which 

have been split to bypass the 
individual transaction limit, and  

 
- identifying transactions where 

VAT has been recorded 
incorrectly on the procurement 
card system.      

 
A separate exercise to analyse 
supplier spend on procurement 
cards was carried out by an officer 
in the procurement team prior to 
this audit. That analysis was 
incorporated into our testing 
rationale.  
 
Risk 
A lack of independent checks may 
result in inappropriate expenditure 
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No Original finding and risk 

 
Original recommendation 

and priority rating 
 

 
Follow up finding   

  

Further recommendations and 
management response 

APPENDIX B 

not being identified, leading to a 
risk of fraud.  
 
Inappropriate use of a procurement 
card, leading to a lack of integrity, 
objectivity and discreditable 
conduct. 
 
Procurement processes which are 
not being adhered to or which are 
inefficient may not be identified.  
 

2 Transactions not submitted timely 
and unauthorised transactions 
outstanding 

 
We noted from our sample of 20 
transactions that: 
 
(i) 9 transactions were not 
submitted timely (e.g. one after 215 
days of the ‘Finance posting’ date)  
 
(ii) 5 transactions were not 
approved timely (e.g. one after 107 

Management should: 

(i) formalise the process of 
identifying outstanding 
procurement card transactions 
and instructing card holders and 
approvers that all outstanding 
transactions should be 
processed within seven days 
and all transactions should be 
approved within one month and    

(ii) run a report of outstanding 
transactions after one month to 

Implemented 

 

We noted that Exchequer 
Contractor runs the outstanding 
transactions reports every six 
weeks. These reports are issued to 
card holders and approvers and 
copied to the relevant Heads of 
Finance and Directors.  

We however noted that some 
transactions were still not 
processed and approved in time. 

We note that The Contract and 
Operations Manager (Exchequer) has 
taken a decision to not suspend the 
purchasing cards of the cardholders 
who are not processing their 
transactions on time to keep the 
services running uninterruptedly due 
to the Pandemic. We expect the 
control to be back in operation once 
the Pandemic is over. 

 

Priority 2* 
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Original recommendation 

and priority rating 
 

 
Follow up finding   

  

Further recommendations and 
management response 

APPENDIX B 

days of the ‘Expenditure submitted’ 
date) 
 
A report was provided to us by the 
Contract and Operations Manager 
(Exchequer) on 4 October 2019. 
This showed 882 transactions on 
the system over six weeks old ie 
prior to 23 August 2019 and which 
remained unauthorised. They 
amounted to a total of £54,256 with 
the oldest transaction dated 29 
January 2018. A further report was 
provided on 4 December showing 
742 transactions outstanding, 
amounting to £32,708. The email 
accompanying that report was sent 
to all card holders and Directors 
and stated that if transactions were 
not cleared within one week then 
use of the card would be 
suspended until the outstanding 
transactions had been processed 
and approved.     
 

ensure that this has been done. 
Where the instruction has not 
been complied with the 
procurement card facility should 
be withdrawn temporarily from 
the card holder until those 
transactions have been cleared.  

 

 

From our sample of 36 transactions 
between March and September 
2020, 7 transactions were not 
processed and approved, 4 of 
which were not processed since 2 
April 2020 and 1 transaction has 
been processed but not approved 
since 5 April 2020. 

A report obtained from the 
Financial Systems Accountant 
dated 31/12/2020, showed 130 
transactions totalling £18,029 were 
unprocessed and unapproved for 
the period March 2020 to 
September 2020. 

Where the transactions remain 
outstanding a week after the report 
has been issued, we noted that the 
cards were not suspended. The 
Contract and Operations Manager 
(Exchequer) confirmed that he has 
taken this decision to keep the 
services running uninterruptedly 
during pandemic. 

 

Card suspensions will be re-
introduced once the pandemic has 
ended. A report will be issued on 2 
March as part of year end process 
that will remind all card holders, 
approvers and budget holders that 
any transactions not processed before 
31/3/21 will be charged against the 
budget for 2021/22. This will be 
copied to Heads of Finance and 
Accountancy Teams. 

Priority 1 
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and priority rating 
 

 
Follow up finding   

  

Further recommendations and 
management response 

APPENDIX B 

The procurement card policy and 
procedures document states:  

(i) the card holder should ensure 
that the invoice is paid within 14 
days of receipt which implies that 
they should submit the expenditure 
before 14 days of the Finance 
posting date. 

(ii) Approvers should reject or 
approve the statements in a timely 
manner which must not exceed 
one month. 
 
The following automated email is 
sent to card holders each month: 
 
‘As we are approaching the end of 
the month, can you please ensure 
that any transactions you have 
outstanding are processed urgently 
so that payments are allocated 
against the appropriate budget 
codes. 
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Further recommendations and 
management response 

APPENDIX B 

Please remember that if you have 
transactions outstanding for more 
than 6 weeks, which includes not 
yet authorised by your Approver, 
then you are at risk of your card 
being suspended. 
 
You are spending public money on 
your Purchasing card and it is 
important that you process your 
transactions within an acceptable 
timeframe for the sake of 
transparency. 
 
If you are claiming VAT you MUST 
have a valid VAT receipt/invoice, 
which must be scanned onto the 
system against the relevant 
transaction.’ 
 
Risk 
 
Inappropriate expenditure might be 
incurred by card holders.  
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Further recommendations and 
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There is an inaccurate budgetary 
position and funds may not be 
available due to outstanding 
expenditure awaiting approval.   
  

3 Supporting documents for VAT 
reclaim were missing 
 
Our sample testing identified the 
following: 
 
8 out of 20 transactions did not 
have the VAT correctly accounted 
for, 
 
6 out of 20 transactions showed 
the VAT claimed but without a 
supporting VAT invoice uploaded, 
 
8 out of 20 transactions showed 
that the VAT had not been 
reclaimed when it should have 
been, 
 

Card holders and approvers 
should be reminded that: 
 
(i) VAT should be claimed where 
eligible, with the VAT field on 
the procurement card system 
completed correctly with a clear 
indication of VAT claimed,  
 
(ii) a valid VAT invoice must be 
uploaded to support any VAT 
claimed and 
 
(iii) where checks (as proposed 
in recommendation 1) show that 
this practice has not been 
followed consistently by a card 
holder, the card facility should 
be withdrawn.     

 

Implementation in progress 

 

From our sample of 36 transactions 
between March and September 
2020, we identified that VAT was 
claimed without uploading a 
supporting VAT invoice for 5 
transactions and VAT was claimed 
incorrectly for 1 transaction. Total 
£319.76 VAT was claimed on these 
6 transactions. 

1/4 transactions included in the 
VAT testing above related to the 
Amazon Prime membership and 
the one transaction where incorrect 
VAT was claimed related to a 
purchase made on the Amazon 
website. We extended our testing 
to review spend on the Amazon 

It is also recommended that the 
Contract and Operations Manager 
(Exchequer) should agree the 
timescale and frequency of VAT 
monitoring checks with Exchequer 
Contractor.  

 

 
 

The Contract and Operations 
Manager (Exchequer) is responsible 
for ensuring these checks are carried 
out by the Exchequer service. This will 
be implemented by 01/04/21. 

 

Priority 2* 

Priority 1 
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Further recommendations and 
management response 

APPENDIX B 

The incorrect rate of VAT had been 
claimed in 2 out of 20 transactions. 
  
The Council’s VAT Officer has 
created a flowchart setting out the 
process for recovering VAT on 
procurement card transactions and 
this is given to new card holders 
when they collect their card from 
Finance Directorate. It has now 
been uploaded to onebromley.  
 

Risk 

 

VAT is not accounted for correctly 
leading to a loss of income for the 
Council.  

Where VAT has been claimed 
incorrectly the Council could be 
fined. 

prime membership and noted that 
17 transactions relating to it, total 
spent being £135.83, during this 
period.  We checked if the 
transactions were approved and 
VAT was claimed correctly for 
them. From our testing we 
identified that VAT of £1.33 each 
was claimed on 5 transactions 
without a valid VAT receipt. 

 

We noted from the document 
named “VAT monitoring checks” 
sent to us by The Contract and 
Operations Manager (Exchequer) 
indicates that Exchequer 
Contractor are expected to run 
reports to identify instances where 
VAT has been applied but a receipt 
has not been attached to the 
transaction. We haven’t seen any 
evidence of Exchequer Contractor 
running VAT check reports and 
sending them to the cardholders.  
As mentioned in recommendation 
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Original recommendation 

and priority rating 
 

 
Follow up finding   

  

Further recommendations and 
management response 

APPENDIX B 

1, a reminder generated by 
purchasing card system is sent to 
all cardholders every month 
reminding them to ensure that they 
have a valid VAT receipt/invoice if 
they are claiming VAT. 
 

4 Procurement card policy and 
procedures 

 
The procurement card policy and 
procedures dated August 2017, 
which was in existence prior to the 
start of this audit, did not specify 
any excluded categories of 
expenditure except for cash 
withdrawals. 
 
The document has since been 
revised and states that the 
purchase of gifts and numerous 
other categories of expenditure, 
should not be made.  
 

Management should revise and 
re-issue the current 
procurement card policy and 
procedures document, taking 
into account the findings and 
recommendations arising from 
this audit, the tax and National 
Insurance Contribution issues 
arising from gifts and meals 
purchased for individuals and 
the role and responsibilities now 
undertaken by Exchequer 
Contractor.     

 
 
 
 
 

Implementation in progress 

 

The Assistant Director Governance 
and Contracts has informed that 
there is an up to date Purchasing 
Cards Policy; it is currently being 
looked at to consider some of the 
specific queries raised. It is 
expected that this action will be in 
place and a copy of the updated 
policy will be sent to Internal Audit 
shortly. 
 

Current purchasing cards policy 
states “On receipt of your card, you 
should sign the reverse side 
immediately and also the Card 

Management should make sure that 
correct procedure is being followed 
and cardholders are signing the 
reverse side of the card at the time of 
receiving it. 

 

The Oyster Card policy and the 
document “Processing of Purchase 
Card Applications to issue of the card 
v1.2” should be revised and reissued, 
taking account of the findings and 
recommendations arising from this 
audit and the previous audit. 

 

Priority 2* 
Priority 2 
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Responsibility for the 
administration of procurement 
cards transferred to Exchequer 
Contractor on 1 October 2019 and 
their new role and responsibilities 
are not reflected in the guidance.    
 
We also identified tax and National 
Insurance Contribution (NIC) 
issues arising from the use of 
procurement cards to buy gifts and 
meals for staff. These have been 
addressed in a separate audit 
report but the implications of tax 
and NIC on items purchased will 
need to be included in the revised 
guidance.    
 

Furthermore, reference is made in 
the procurement card guidance to 
the use of Oyster cards. The 
Procedure Notes for buying and 
topping-up Oyster Cards are 
documented on onebromley. They 
state that further information on the 

 Agreement Form.”  When checked 
with Exchequer Contractor, they 
confirmed that they do not ask the 
card holder to sign the back of the 
card at the time of receiving it and 
advised that they can do it going 
forward if it is recommended. 

The Oyster Card policy available 
on onebromley still states that 
further information on the purchase 
of cards and the records required 
to be kept can be obtained from 
Internal Audit and hasn’t been 
updated. 

 

We also noticed that the document 
made available to Exchequer 
Contractor by the Contract and 
Operations Manager (Exchequer) 
named “Processing of Purchase 
Card Applications to issue of the 
card v1.2” states “Email the Head 
of Internal Audit with details of the 
proposed card holder to see if 

Exchequer Contractor have been 
reminded of the requirement for the 
cardholder to sign the back of the card 
on receipt. 

 

The Processing of Purchase Card 
Applications to issue of the card v1.2” 
will be revised and reissued, taking 
account of the findings and 
recommendations arising from this 
audit and the previous audit. 

 

The process of emailing the Head of 
Audit has been in place for a number 
of years however as this is no longer 
a requirement the procedures will be 
amended. 

 

Contract and Operations Manager 
(Exchequer) – by 05/03/21 
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Follow up finding   
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management response 

APPENDIX B 

purchase of cards and the records 
required to be kept can be obtained 
from Internal Audit. This is not 
however the role and responsibility 
of Internal Audit and the ownership 
should be re-assigned.  

 
Risk 
 
Card holders and approvers may 
not be aware of the procedures to 
be followed, leading to the risk of 
inappropriate expenditure. 
 

there are any concerns with a card 
being issued to that individual.” 
This is however not the role and 
responsibility of Internal Audit and 
the ownership should be re-
assigned. 

  

5 Split or disaggregated transactions 
and description of transactions not 
entered on the system 

 
Our testing of transactions made 
between 1 August 2018 and 31 
July 2019 identified 12 instances of 
card holders making more than one 
transaction to the same supplier on 
the same day. In 11 instances 

Card holders and approvers 
should be reminded that: 

(i) they cannot split transactions 
to avoid having to seek 
authorisation at a higher level of 
authority and 

(ii) a description of the 
transaction should always be 
entered on the procurement 
card system. 

Implementation in progress 

 

 (i)  Our testing did not identify any 
split transactions between the 
period 1 March 2020 and 30 
September 2020. 

(ii) We identified 55 transactions 
between the period 1 March 2020 
and 30 September 2020 which had 
no description entered for the 

The Purchasing cards policy should 
include guidance for cardholders to fill 
the reason in the Expense Description 
box while processing their 
transactions. 
 
Managers should approve 
transactions only when valid receipt 
has been uploaded and an 
appropriate description has been 
added. 
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expenditure with the supplier had 
been more than £500 and for 10 of 
these it was apparent that 
expenditure over £500 had been 
split into two or more transactions. 
This could have been to avoid 
having to seek authorisation at a 
higher level of authority. 
 
The procurement card policy and 
procedures document states that: 
‘You must not split the cost of 
goods or services that exceed the 
£500 limit to enable the 
authorisation to go through. Card 
holders and approvers are 
reminded that transaction splitting 
or disaggregation is in 
contravention of the Council’s 
Financial Regulations and the 
Contract Procedure Rules and, if it 
occurs, will result in the withdrawal 
of the card(s) and any sanctions 
allowed for under Financial 
Regulations being taken.’   

If the checks carried out as 
recommended in 
recommendation 1 identify that 
transactions have been split 
without sufficient reason or the 
transaction description has not 
been entered, then the card 
facility should be withdrawn. 

  

transaction made but had been 
approved by the Cardholder’s 
manager. 
The current Purchasing Cards 
policy does not specify that 
cardholders should record the 
reason in the Expense Description 
box while processing their 
transactions. 
 
The Card Holders guide which is 
sent to the new cardholders at the 
time of receiving their cards, 
explains where to add the reason 
in the Expense Description box as 
part of creating an Expense report 
on the Purchasing Card system. 
 
We noted that a reminder email is 
sent out at the end of each month, 
reminding cardholders to not split 
the transactions and to record a 
reason in the Expense Description 
box. It also states that approvers 
are responsible for ensuring that 

 
If the checks carried out as 
recommended in follow-up 
recommendation 1 identify that the 
transaction description has not been 
entered, then the card facility should 
be withdrawn. 

 

 

The Contract and Operations 
Manager (Exchequer) is responsible 
for ensuring these checks are carried 
out by the Exchequer service. This will 
be implemented by 01/04/21. 

 

Priority 2 

Priority 2 
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The field for entering the 
transaction description on the 
procurement card system is a free 
text field but the system does not 
force it to be completed. We 
identified 676 transactions between 
the period 1 August 2018 and 31 
July 2019 which had no description 
entered for the transaction made 
but had been approved by the  
Card holder’s manager. 
 
Risk 
 
Financial limits are not adhered to 
leading to the risk of inappropriate 
expenditure being made by card 
holders. 
 
Where the details and purpose of 
the transaction are not recorded, 
there is a risk of fraudulent 
transactions being made and 
approved.  

 

card holders adhere to these 
instructions. 
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6 Reports which can be run from the 
procurement card system  

During our audit we identified that 
there are numerous reports which 
can be run from the procurement 
card system to provide 
management information on 
purchases made. These include a 
report of purchases which have not 
had supporting receipts/invoices 
uploaded and there are other 
report options. They have not yet 
been explored and introduced by 
management. 

Risk 

A lack of independent checks may 
result in inappropriate expenditure 
not being identified, leading to a 
risk of fraud.  

Procurement processes which are 
not being adhered to or which are 
inefficient may not be identified. 

Management should explore 
and use the management 
information reports which can be 
obtained from the procurement 
card reporting system.     

 

 

Implementation in progress 

 

We have noted that Exchequer 
Contractor runs reports of 
unprocessed and unapproved 
transactions on the Purchasing 
Card system every six weeks 
which are issued to card holders 
and approvers and copied to the 
relevant Heads of Finance and 
Directors.  

 

 

 

Administrators are unable to see what 
reports might be available for 
managers to use.  

 

The Contract and Operations 
Manager (Exchequer) will liaise with a 
Card Holder and an Approver to see 
what reports already exist and can be 
run to assist them with their 
administration and monitoring. This 
will be implemented by 01/04/2021. 

 

Priority 2 
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7 Travel and subsistence  

We identified a number of meals 
purchased using procurement 
cards. These included meals 
consumed by officers attending 
evening meetings of the Council or 
meeting with external stakeholders. 
This is allowed within the terms of 
the existing subsistence policy. We 
noted that they had only been 
made by one Directorate. Where 
the card had been used to 
purchase several meals in one 
transaction, implying that these 
were for more than one person, the 
names of the other people had not 
been recorded on the procurement 
card system ie description field. 
Where we could identify the name 
of the card holder, we confirmed 
that there had been no duplicate 
claims made for these transactions 
via the payroll or imprest accounts.  
 

Management should review the 
travel and subsistence policy, 
ensuring that it sets out clear 
guidance on these subjects, 
subsistence rates are uplifted, 
overnight rates are included and 
the document is given a future 
review date. 

 

Implementation in progress 

 

We checked with the Head of HR, 
Business, Systems and Reward for 
the latest copy of Travel and 
Subsistence policy who advised 
that the Travel and Subsistence 
policy is currently being updated 
and will be published by 31 March 
2021. 

There is also a separate guidance 
in HR Self Service on how to claim 
travel expenses which will be 
reviewed and updated if required. 

31 March 2021 

 

Head of HR Business, Systems 
and Reward   
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The Council’s policy on travel and 
subsistence is dated 2013 and 
needs to be reviewed and updated. 
It does not have an owner or 
review date. Whilst it is entitled 
‘Travel and subsistence’ there is no 
reference in the document on how 
or when to claim travel expenses. 
 
Travel and subsistence can now be 
claimed on-line via the payroll and 
this should be the primary method 
of reimbursement, with supporting 
documents uploaded to support 
each claim.  

 

8 Records of approved procurement 
card request forms were not kept 

We did not find records of the 
approved procurement card 
request form with the authorised 
approver’s signature. We identified 
that these forms are shredded 
once the procurement card arrives. 

An electronic or a physical copy 
of the procurement card request 
form should be kept for future 
reference. 

Implemented 

 

We noted that 7 new purchase 
cards were issued to the 
cardholders between the period 1 
March 2020 and 30 September 
2020. We requested Exchequer 
Contractor to send us the scanned 

Implemented 
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We only saw the records of 
procurement card acceptance 
form, signed by the holder at the 
time of receiving it. 

Risk 

Evidence of the approval for a 
procurement card to be provided 
may not be available in the event of 
a future enquiry by management or 
an investigation.  

 

copies of purchase card request 
forms with approver’s signature, 
and signed agreement forms for 
these cardholders. 

 

We did not see the record of 1 out 
of 7 signed agreement forms. 
Exchequer Contractor suggested 
that they don’t have the scanned 
copy of the form with them and the 
physical copy could be in the office 
which they aren’t able to check due 
to Covid-19 restrictions. They have 
suggested that they will get a new 
form signed by the cardholder and 
scan it. 

9 Information provided to new card 
holders    

 

During discussion with a new card 
holder we identified that she had 
not been provided with any 
guidance when receiving her 
procurement card. We referred her 

Management should ensure that 
new procurement card holders 
are being provided with links to 
the procurement card guidance 
and other necessary information 
by Exchequer Contractor.        

 

Implemented 

 

We noted from the sample email 
sent to us by Exchequer Contractor 
that the cardholders are sent the 
self-registration guide and Card 

Implemented 
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to the intranet page on onebromley 
where the current version of the 
guidance, together with instructions 
for card holders and approvers can 
be found. 

Her card had been issued by the 
Senior Finance Officer at the time 
when Exchequer Contractor were 
in the process of taking over the 
arrangements for issuing 
procurement cards so there is a 
need to check that new card 
holders are being provided with all 
the necessary information by 
Exchequer Contractor.        

Risk 

New card holders and approvers 
may not be aware of the 
procurement card policy and 
accompanying instructions. 

 

 

 

 

 

 

Holders guide in email soon after 
they collect the card. 

 

The Contract and Operations 
Manager (Exchequer) confirmed 
that all cards are being collected 
from the office during pandemic. 
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10 We were unable to evidence a 
signed complete copy of the 
contract between the Council and 
Purchasing Card system provider 
for the procurement card operation. 
We saw a copy of the signed 
business application with terms 
and conditions but this was 
incomplete because it had pages 
missing. There was no contract 
award document evidenced. These 
matters are being addressed by the 
Head of Procurement.    

Risk     

The Council is unaware of what it 
has legally agreed to in its contract 
with Purchasing Card system 
provider for the procurement card 
service, leading to a risk of the 
Council incurring additional and 
unexpected costs and being unable 
to meet terms and conditions 
agreed to.   

Management should ensure that 
a signed complete copy of the 
contract with Purchasing Card 
system provider is in place, with 
key individuals aware of the 
terms and conditions and an 
electronic copy uploaded to the 
contracts’ database.  

 

Implemented 

 

A signed copy of the contract with 
the Purchasing Card system 
provider was seen on the contracts 
database. 

 
 
 
 
 

 

Implemented 
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APPENDIX C 

Assurance Level 
 

Assurance 
Level 

 

                                                                         Definition 

Substantial    
Assurance 

There is a sound system of control in place to achieve the service or system objectives. Risks are being 
managed effectively and any issues identified are minor in nature. 
 

Reasonable 
Assurance 

There is generally a sound system of control in place but there are weaknesses which put some of the service 
or system objectives at risk. Management attention is required.  
 

Limited 
Assurance 

There are significant control weaknesses which put the service or system objectives at risk. If unresolved these 
may result in error, abuse, loss or reputational damage and therefore require urgent management attention. 
 

No 
Assurance 

There are major weaknesses in the control environment. The service or system is exposed to the risk of 
significant error, abuse, loss or reputational damage. Immediate action must be taken by management to 
resolve the issues identified.  

   
 

 
Recommendation ratings 

 
 

Risk 
rating 

 

 
                                                                Definition 

 A high priority finding which indicates a fundamental weakness or failure in control which could lead to service or 
system objectives not being achieved. The Council is exposed to significant risk and management should address 
the recommendation urgently.  

 

 

 

 

 

 

 A medium priority finding which indicates a weakness in control that could lead to service or system objectives not 
being achieved. Timely management action is required to address the recommendation and mitigate the risk.  

   A low priority finding which has identified that the efficiency or effectiveness of the control environment could be 
improved. Management action is suggested to enhance existing controls. 
 
 
 
 
 

 

Priority 1 

Priority 2  

Priority 3 
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INTRODUCTION 

1. This report sets out the results of our audit of payroll expenses, allowances and overtime. The audit was carried out as part of the work 
specified in the 2020-21 Internal Audit Recovery Plan agreed by the Section 151 Officer and Audit Sub-Committee. The controls we expect 
to see in place are designed to minimise the Council’s exposure to a range of risks. Weaknesses in controls that have been highlighted will 
increase the associated risks and should therefore be addressed by management. 

2. We would like to thank everyone contacted during this review for their help and co-operation. 

 

AUDIT SCOPE 
 

3. The original scope of the audit was outlined in our Terms of Reference and subsequently we tested the following key risks:  

• Policies and procedures for the claiming and payment of expenses, allowances and overtime via the payroll are not documented, 
complete, kept up-to-date or communicated to all staff 

• Supporting documentation is not available to support expenses, overtime and allowance payments made    

• Payments are not suitably authorised. 

We also confirmed with management that no changes to service delivery arrangements needed to be put in place following the lockdown 
in March 2020 as a result of COVID-19. The business needs of the service were not impacted and could be maintained.     

 

 
AUDIT OPINION  
 

4. Our overall audit opinion, number and rating of recommendations are as follows.   
 

AUDIT OPINION  

 
Reasonable Assurance  

(Definitions of the audit assurance level and recommendation 
ratings can be found in Appendix B) 
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Number of recommendations by risk rating 

     

0 4 0 

 

SUMMARY OF FINDINGS  

5. Instructions for claiming expenses, allowances and overtime via the online HR and Payroll Self Service system (MyView) are available for 
users once they have accessed that system. There are, however, employees who do not have access to MyView or submit their claims in 
that way. HR send emails periodically to all employees regarding payroll matters, including those relating to claims. The new HR 
Sharepoint site will present an opportunity to make policies, procedures and instructions on expenses, overtime and allowances readily 
available to all employees.  

6. There is no instruction to officers that any claims must be submitted within a specific period of time after incurring them.  

7. The current relocation policy needs to be reviewed to include the types and amounts of expenditure which may be paid to officers who are 
relocating from other countries.   

8. We found that individual claims for expenses, allowances and overtime claims examined in our sample had been authorised timely by an 
appropriate manager, with segregation of duties in place. Claims had been paid promptly and recorded correctly to the relevant cost code. 
Supporting documentation was available to support payments made for the majority of expense claims which we examined. Employees 
should be reminded to ensure that supporting evidence for journeys made e.g. A statement of Oystercard transactions, is submitted with a 
claim to the manager.  

9. Our testing identified that in July 2020 and October 2020 an expense payment had been made incorrectly to an officer who was not entitled 
to it. The circumstances surrounding this are explained in our detailed findings at Appendix A. The payment is currently being recovered by 
the Council’s payroll contractor. It occurred as a result of an incorrect employee number being entered on a spreadsheet before it was 
submitted to the Council’s payroll contractor and uploaded to the payroll. Internal checks within the Council’s payroll contractor failed to 
identify and correct this. There is a need to address the risks and controls relating to this process and we have made a recommendation 
accordingly.  

Priority 2 Priority 1 Priority 3 
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10. Currently, there are no arrangements in place for analysis to be carried out as a ‘second line of defence’ to identify any substantial amounts 
of overtime, mileage or expenses claimed by an employee over a given period and examine the reasons for this. Controls could be enhanced 
by introducing this.  

 

DETAILED FINDINGS / MANAGEMENT ACTION PLAN 
 

11. The findings of this report, together with an assessment of the risk associated with any control weaknesses identified, are detailed in 
Appendix A, together with any recommendations to management. 
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APPENDIX A 

1. Policies, procedures and instructions for claiming expenses, allowances and overtime 

Finding 

MyView contains instructions for claiming expenses, allowances and overtime via that system. There are however some employees who do not 
have access to MyView. Emails are sent periodically to all employees regarding payroll matters, including those relating to claims.  
 

In our sample testing we found one example of an employee claiming travel expenses for the whole year and another employee claiming four 
months after the expense had been incurred. There is no instruction to employees stating that any expense claims must be submitted within a 
specified period of time after incurring them.  
 

Two of the claims in our testing of allowances included claims for relocation expenses from social workers who had relocated from abroad 
following a new recruitment initiative. The type and amounts of expenditure to be paid on relocation in these cases had been authorised by the 
Director of Human Resources and Customer Services. The current relocation policy pre-dates this initiative and therefore does not include what 
types and levels of expenditure can be reclaimed by new employees who relocate from other countries.       

 

Risk 
 

Without regularly reviewed and updated policies, procedures and instructions, which are readily available to all employees, employees may not 
fully understand claims processes and their responsibilities. Errors or gaps in control may occur and a lack of consistency in claim procedures 
may result.  

 

Recommendation 
 

Management should ensure that the policies, procedures and instructions on claiming expenses, overtime and 
allowances are readily available to all employees. The new HR Sharepoint site will present an opportunity to do this. 
As part of this process, the current relocation policy should be reviewed to include the types and levels of expenditure 
which can be reclaimed by new employees relocating from other countries.    

Rating 

 

 Priority 2  
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APPENDIX A 

Management Response and Accountable Manager 

 

We will review our policies, procedures and instructions about claiming expenses, overtime and allowances to ensure 
that they are up-to-date and readily available to all employees. This will include exploring the use of the new HR 
Sharepoint site, Managers’ briefings and other methods to communicate them to all employees.  

 

Head of HR Business, Systems & Rewards 

 

 

Agreed timescale 

  

30 June 2021 

 
 

2. Timeliness of claims and supporting information 

Finding 

For one of the expense claims in our sample, the log of journeys by public transport was seen but no supporting evidence i.e. An Oyster card 
statement for the journeys included in the claim. The claim totalled £118.10 and covered a ten month period. There is no policy or instruction to 
employees that claims should be made within a specified period of time e.g. three months from the date the expense was incurred.  

 

Risk 
 

Lack of detailed information in claims made may delay authorisation by the manager or result in incorrect rates or amounts being paid. Claims 
only submitted on an annual basis give an inaccurate financial position throughout the year and may cause pressure on the financial budget at 
year end.  
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Recommendation 

Management should revise the current instructions on overtime and expenses to include that claims should be made 
within a specified period of time e.g. within three months from the date the expense was incurred. This should then 
be communicated to all employees with a reminder that supporting evidence of journeys made is submitted with all 
travel claims and that managers ensure that this is checked prior to authorising the claim.    

       

Rating 

 

 

Management Response and Accountable Manager 

 
As part of our review of policies, procedure and instructions in response to recommendation 1, we will include that 
claims should be made within three months from the date the expense was incurred. We will also remind everyone 
that supporting evidence of journeys made has to be submitted with all travel claims and that managers check this 
prior to authorising the claim.    
 
Head of HR Business, Systems & Rewards 

       

Agreed timescale 

  

30 June 2021 

 
 

3. Expense overpayment identified during audit testing  

Finding 

Our sample testing identified that a payment for expenses had been made incorrectly to an individual, who had not claimed it, in July 2020. This 
was caused by an incorrect employee payroll number being shown on a spreadsheet of claim information submitted to the Council’s payroll 
contractor by one of the Council’s departments. A review by the Council’s payroll contractor identified that another payment was made 
incorrectly to the same person in October 2020. The Council’s payroll contractor has now written to the individual, enclosing an invoice and 
requesting that the total amount (£105.78) is repaid.     
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It occurred as a result of an incorrect payroll number entered on a spreadsheet by one of the teams who submit a spreadsheet to the Council’s 
payroll contractor each month showing hours worked, mileage and expenses claimed by their team members. The spreadsheet is uploaded to 
the payroll system.  
 

After the spreadsheet has been uploaded to the payroll, three reports are obtained; summary, update and error. The update report lists every 
claim that was successfully loaded into the system and the errors are the ones that are rejected for whatever reason. The checks undertaken 
on those two occasions failed to identify that the payments in July and October 2020 were incorrect.  
 

The Council’s payroll contractor has carried out checks to confirm that these were the only two occasions when an erroneous payment was 
made to this employee. They told us that have procedures on how to upload the spreadsheet into the system but not how to deal with the 
exceptions. They are updating all their existing procedures, and this will include putting in place new procedures to ensure that this does not 
happen again.   
     

There are 11 teams in the Council who send either a spreadsheet of hours worked, mileage and expense claims to the Council’s payroll 
contractor each month for the details to be automatically uploaded onto the payroll system or a completed handwritten claim form. We were 
unable to see any documented agreement between HR, Finance and the Council’s payroll contractor specifying the arrangement and 
procedure for each of those teams submitting their monthly claim information. For our sample of claims tested, we noted different versions of 
spreadsheets used by different teams.  
 

Risk 

Without clearly documented and agreed procedures for submitting, receiving, uploading spreadsheet information to the payroll and reconciling 
that information, there is a risk of further incorrect payments to individuals.  

 

Recommendation 
 

HR, in conjunction with the Council’s payroll contractor, carry out a review of the adequacy and effectiveness of the 
controls in place for the submitting and processing of expense, time and mileage claims to the Council’s payroll 

Rating 
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contractor via a spreadsheet or manually completed claim form each month for uploading that information to the 
payroll. In particular, the following should be considered as part of the review: 
 

 Granting access to MyView for those employees in the 11 teams/departments who currently submit their claim 
information monthly via a spreadsheet or manually completed claim form, 
    

 Identifying and agreeing which teams/departments will continue to submit, as an exception, a monthly 
spreadsheet or manually completed claim form to the Council’s payroll contractor showing hours worked and 
expenses to be reclaimed, 
 

 Identifying and agreeing which teams/departments will submit a spreadsheet or manually completed claim 
form of hours worked each month to the Council’s payroll contractor (with expenses claimed via MyView in 
future), 
 

 Review the format of the spreadsheets and claim forms (different versions used by different departments) to 
ensure that there is one definitive version with any VAT aspect of the element codes identified separately for 
re-claim, with a standard wording for the statements to be completed by the claimant and the authoriser, 
  

 Confirming and agreeing how the spreadsheet will be submitted to and received by the Council’s payroll 
contractor i.e. by email from the Head of Service only or whoever checks and authorises entries on the 
spreadsheet, with a certifying statement in the email stating that they are correct, 
 

 Once the procedure to be followed has been agreed with the Council’s payroll contractor, communication to 
the relevant managers and the Council’s payroll contractor so that it is clear what is expected of them and 
when it will start.   
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Management Response and Accountable Manager 

 

We will review the current arrangements and procedures in conjunction with the Council’s payroll contractor. Using 
MyView is the preferred route for claiming overtime, expenses and allowances. In future, we are looking to include 
the claiming of casual and supply hours on MyView as well. Where this is not possible, alternative procedures for 
submitting claims will be agreed.     

 

Head of HR Business, Systems & Rewards 

 

Agreed timescale 

  

30 June 2021 

 
 

4. Second line of defence checks 

Finding 

There are no arrangements in place for analysis to be carried out as a ‘second line of defence’ to identify any substantial or unusual amounts of 
overtime, mileage or expenses claimed over a given period and examine the reasons for this. This may help to indicate any areas within the 
Council where long-term vacancies or staff shortages are impacting on existing staff resources, as well as identifying any instances of fraud or 
irregularity.       

 

Risk 
 

Risk of inappropriate or fraudulent payments which have not been approved by the appropriate manager may be paid, resulting in financial loss 
to the Council. Large or unusual amounts of overtime or expenses may not be identified and examined, and allowances may continue to be 
paid beyond their end date.    
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Recommendation 

  

Management should run reports of payments periodically to highlight any unusual or unexpected payments of 
overtime, expenses and allowances. Any exceptions should be investigated and documented, with further action 
taken as necessary.    

 

Rating 

 

 

Management Response and Accountable Manager 

 

We will identify what management information can be obtained from the payroll system, run reports periodically and 
analyse them. Where anything unusual is identified we will make enquiries and take appropriate action. These 
checks will be documented.     

 

Head of HR Business, Systems & Rewards 

 

Agreed timescale 

  

30 June 2021 
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Assurance Level 
 

Assurance 
Level 

 

                                                                      Definition 

Substantial    
Assurance 

There is a sound system of control in place to achieve the service or system objectives. Risks are being 
managed effectively and any issues identified are minor in nature. 
 

Reasonable 
Assurance 

There is generally a sound system of control in place but there are weaknesses which put some of the service 
or system objectives at risk. Management attention is required.  
 

Limited 
Assurance 

There are significant control weaknesses which put the service or system objectives at risk. If unresolved these 
may result in error, abuse, loss or reputational damage and therefore require urgent management attention. 
 

No 
Assurance 

There are major weaknesses in the control environment. The service or system is exposed to the risk of 
significant error, abuse, loss or reputational damage. Immediate action must be taken by management to 
resolve the issues identified.  

   
 

 
Recommendation ratings 

 

 
Risk rating 

 

 
                                                                       Definition 

 A high priority finding which indicates a fundamental weakness or failure in control which could lead to service or 
system objectives not being achieved. The Council is exposed to significant risk and management should address 
the recommendation urgently.  

 

 

 

 

 

 

 A medium priority finding which indicates a weakness in control that could lead to service or system objectives not 
being achieved. Timely management action is required to address the recommendation and mitigate the risk.  

   A low priority finding which has identified that the efficiency or effectiveness of the control environment could be 
improved. Management action is suggested to enhance existing controls. 
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